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ApplicGate Vulnerabilities

1 Preface
This document lists all known vulnerabilities of all digital products, services, and systems operated
by ApplicGate Network Security e.U., unless explicitly excluded.

To report vulnerabilities please see the document Coordinated Vulnerability Disclosure (CVD) Policy.

It describes how external parties can report potential security vulnerabilities and how we handle
such reports responsibly.

Important Note:

All ApplicGate products depend on the .NET Framework 4.8 or .NET 10 Runtime. These runtimes are
not included in an ApplicGate distribution. Therefore, the IT-administrator is responsible to install
any security fixes of these runtimes. Either manually or by activating Windows update.

2 List of Vulnerabilities

2.1 Software product ApplicGate
Includes all vulnerabilities of

e ApplicGate.exe for .NET Framework 4.8 on Windows
o ApplicGate.dll for .NET10 on Windows and Linux

Currently there are no known vulnerabilities.
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https://download.applicgate.com/ApplicGate-CVD-Policy.pdf
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